
RELIABILITY | RESILIENCE | SECURITY

Data Center Event
Recent Large Load Loss Event 

Rich Bauer
NERC EAS
March 2025



RELIABILITY | RESILIENCE | SECURITY2

Incident Review 
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Load Loss 
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Load Loss 
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Load Loss 

Load Lost 
During Event 
(GREEN) 
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Load Loss 
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Load Loss 

• Exclusively Data Center load 
• 25-30 substations
• ~ 60 individual data center load points
• Individual load loss ranged from 2 MW to 85 MW
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Load Loss Effects 

Frequency rises to 60.047
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• High Voltage
• Less than 1.1 per unit
• Operators removed local area 230 kV capacitor banks to reduce 

voltage

Load Loss Effects
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Analysis
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Load Loss 

The load did not 
come back 
immediately
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Analysis

Something Else 
Happened

????
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• Call with Data Center Coalition (DCC)
 Cooling load is critical after voltage disturbance
 Design follows ITIC curve
 Will “lockout” after a number of events in a specific period of time
 More than one power distribution architecture

Data Center Coalition
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The rest of the story…
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Analysis

3 Strikes…
You’re Out!
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• “The demand for data centers is currently exploding, 
with Goldman Sachs projecting a 160% increase in 
demand by 2030. AI is a huge part of that. A ChatGPT 
inquiry requires almost 10 times as much electricity as 
a Google one.”

Why the concern?
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• Require dynamic response 
models of large loads in facility 
interconnection requirements

• Perform studies to determine 
the potential magnitude of 
load loss for system 
disturbances (faults)

• Take into consideration the 
potential for voltage-sensitive 
load loss when configuring 
automatic reclosing schemes

Considerations
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• Should large loads be a NERC 
registered entity?

• Should NERC Reliability 
Standard modifications be 
developed for large load 
interconnection 
requirements?

Critical Questions to Resolve
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• Heighten Industry Awareness of Data Center voltage sensitivity 
and “3 strikes you’re out” protection/control philosophy.

• Analyze and determine the BES risk of large blocks of voltage 
sensitive load disconnecting from the system for a common 
disturbance.

• Determine if changes to NERC registration or Standards is 
needed based on that identified risk.

• NERC Large Load Task Force (LLTF)

Next Steps
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