
 

<Public> 

WECC Power Systems Security Conference: 
 

The conference will provide innovative solutions and insights from renowned security experts to enhance 

security training and mitigate operational risks. The conference will cover topics such as cyber- and physical 

security threat vectors, detection, management, and best practices in the industry. Experts from DHS CISA, FBI, 

Idaho National Labs, WECC, and other organizations will be presenting and participating in the panel 

discussions.  

The conference will be held at the WECC offices in Salt Lake City from August 13 to 15. It will consist of two main 

events, with a day and a half dedicated to physical security and a day and a half focused on cybersecurity. This 

allows us to accommodate all attendees and gives you the chance to participate in both sessions. 

Registration: 

 

Physical Security ______________________________________________________________ $75.00  

Tuesday, August 13 ________________________________________________________ 8:00 a.m. to 4:30 p.m. 

The day consists of five physical security learning sessions covering various areas such as: 

• A keynote by Matt Beaudry, CISA  

• Critical infrastructure threat brief, insider threat mitigation with Scott Davis, CISA; 

• Physical security threats to critical infrastructure, presented by Michael Pickett, FBI; 

• Best practices for low impact facilities with Brady Phelps, WECC;  

• And a Site Red Team Exercise led by industry experts. 

Attendees will also enjoy a continental breakfast and lunch served during the event. 

Wednesday, August 14  _______________________________________________________ 8:00 a.m. to Noon 

On the morning of day two, there will be three physical security learning sessions.  

• Setting the stage for engaging discussions on physical security insider threats led by Bethany 

Redmond, PG&E; 

• Physical security threats to critical infrastructure hosted by Lauren Alexander Binns, E-ISAC; 

• The morning will also feature a panel discussion, providing a platform for in-depth 

conversations and insights from experts in the field. 

The morning will kick off with a continental breakfast. 

Cybersecurity _________________________________________________________________ $75.00  

Wednesday, August 14 _______________________________________________________ Noon to 4:30 p.m. 

The afternoon focus will shift to cybersecurity. The agenda includes three cybersecurity learning 

sessions. The sessions will cover topics such as: 

• Cybersecurity threats to critical infrastructure, presented by Tyler Tiller, E-ISAC;  

• Cybersecurity Incident Response Planning (incl. CIP-008-6) by Josh Rowe, WECC; and 

• Cyber-enabled sabotage and Critical Function Assurance" by Sam Chanoski, Idaho National 

Labs.  

Lunch will be served. 

Thursday, August 15 _______________________________________________________ 8:00 a.m. to 4:30 p.m. 

On the final day of the conference, the cybersecurity focus will continue with: 

• A keynote address from CISA;  

• A presentation on cybersecurity by Dr. Dakota Roberson from the University of Idaho; 

• Supply Chain/Industry Partnerships covered by Tom Williams, WECC; 

• A presentation by expert Robert Montgomery, CISA; and 

• A cybersecurity panel discussion. 

Attendees will be treated to a continental breakfast and lunch served during the event.

 

  
(Due to limited space, registration closes August 6, includes conference meals) 

REGISTER TODAY 

https://www.eventbrite.com/e/wecc-power-systems-security-conference-tickets-881550399977
https://www.eventbrite.com/e/wecc-power-systems-security-conference-tickets-881550399977?aff=erelexpmlt
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Conference Details: 

Who Should Attend:  

• Cyber- and physical security professionals responsible for protecting their company’s power system infrastructure.  

• Security personnel who wish to network and learn from top professionals about how to protect and defend the BES 

from cyber- and physical attacks.  

• Specialists who want to connect with interactive panel discussions and targeted cyber- and physical security learning 

sessions.  

Highlights: 

• Premier educational event for power systems security professionals in the Western Interconnection. 

• Keynote speakers.  

• Expert presenters from DHS CISA, FBI, Idaho National Labs, WECC, and more. 

• Cyber- and physical security learning sessions.  

• Focused learning for cyber- or physical security professionals. 

• Networking opportunities include a Salt Lake City “Dine-Around” event, networking breaks, and one-on-one 

presenter interactions. 

Location: 

Venue: 

WECC Offices 

Salt Lake Hardware Building 

155 North 400 W, Suite 200 

Salt Lake City, UT 84103 

WECC Visitor Information: 

When it comes to accessibility and overall experience, the WECC office is in one of the best locations in 

Salt Lake City. The airport is close, lodging options are a short walk away, and the city has plenty of 

nearby places to eat, drink, and explore. 

Check out our visitor information guide for information on hotels, light rail, and dining information. 

Airport:  

Salt Lake City International Airport 

  

  
(Due to limited space, registration closes August 6, includes conference meals) 

 

https://maps.app.goo.gl/BFrWE9qpj1gGjvtM9
https://www.wecc.org/Administrative/Visitor%20Information.pdf
https://slcairport.com/
https://www.eventbrite.com/e/wecc-power-systems-security-conference-tickets-881550399977?aff=erelexpmlt

